Practical and automated hardening: the PASC library

Hardening processes with PASC
Automatic hardening with the PASC library
Protocol: Java classes implementing 3 interfaces
1. Protocol state
2. Event handlers (processing messages)
3. Messages
Message passing is external (e.g. Netty)

- No additional replicas required
- Support for weak system-specific consistency models
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Hardening Paxos is cheaper than PBFT
(0/0 microbenchmarks)

PASC supports scalable weak-consistency

Low overhead when hardening Zookeeper
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